Post-Exploitation Practice

This assignment is all about hands-on practice in the Post-Exploitation Phase. I have located two great TryHackMe rooms, each focusing on a post-exploit phase that we discussed. For this assignment, select one of the rooms depending on your specific area of interest.

# Instructions

**Choose Your Focus:** Select one of the two rooms based on your interest— Maintaining Access or Covering Tracks.

**Complete the Room:** Follow the instructions within the chosen room to complete the exercises. Take your time to understand each concept and practice hands-on. Use this opportunity to hone your skills in a safe environment.

**Reflect:** After completing the room, reflect on what you've learned. Consider the challenges you faced and how you overcame them.

# Room Options

## Maintaining Access (Hard)

### Password Attacks

https://tryhackme.com/room/passwordattacks

This room introduces fundamental techniques to perform a successful password attack against various services and scenarios. Explore password attacking techniques, profiling, offline attacks, online password attacks, and password spray attacks. Sharpen your skills in password security assessment.

## Covering Tracks (Medium)

### Evading Logging and Monitoring

https://tryhackme.com/room/monitoringevasion

Learn how to bypass common logging and system monitoring, such as ETW, using modern tool-agnostic approaches. Dive into event tracing, log evasion approaches, tracing instrumentation, group policy takeover, and a real-world scenario. Enhance your understanding of evading detection in post-exploitation scenarios.

# *Happy hacking!*